How to Set Up a Proxy and Activate

Kaspersky Application (Kaspersky Standard,

Kaspersky Plus)

Here is how to set a proxy manually in Windows 10 & Windows 11 (using Internet Options):

Step 1: Click on the Windows Start button
and search for Internet Options
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Step 2: In Internet Options, go to
Connections, then click
on LAN settings.
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Step 3 : Under Proxy Server, please type
the IP address (117.53.155.199)

and port number (8833).
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use of manual settings, disable automatic configuration.
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Step 4 : Click OK.




Step 5: Launch Kaspersky application, and
click on the Settings button.
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Step 8: Please select Use specified proxy
server settings and key in the same
IP address and port number. Then
click OK button.
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Step 6: Click on the Security settings
and look for Network settings
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Step 9: Click Save to save the settings.

Proxy server
If you connect to the Internet using a proxy server, please specify the proxy server connection settings.

Proxy server settings

> . -

Step 10: A notification will be prompting
out after you've choose to
change the settings, please click

Yes.
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Step 11 : Re-activate your Kaspersky apps.

Step 12: After the application successfully
activated, please turn off proxy
server. Uncheck the box to
disable /turn off proxy server.

Step 13: Turn off proxy server in
Kaspersky apps too.


Click on Settings icon
Arrow

Click Network settings button
Arrow

Look for Proxy server settings and click on it
Arrow

Select specified proxy server settings
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Key in IP: 47.254.251.53
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Key in port no: 8833
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Click the Save button
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Click Yes button
Arrow
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@ Kaspersky Internet Security

< Settings

Protection

Proxy server
General

If you connect to the Internet using a proxy server, please specify the proxy server
connection settings.

Threats and Exclusions

Proxy server settings

Reports and Quarantine Mozilla Firefox and Thunderbird

Scan secure traffic in Mozilla applications

If secure traffic scan is enabled, access to websites via the HTTPS protocol may be blocked.

@ Use Windows certificate store (recommended)

() Use Motilla certificate store

The certificate must be installed manually. [4
Manage Settings
Cost-Aware Networking

Additional Limit traffic on metered connections

Traffic processing






